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EXAM NUMBER: #### BBE


BLUEBOOK EXERCISE
(Leave blank or add more text boxes to the explanations, as you require)

Directions: Double click in the Exam Number field above, replace #### with your exam number, close on the header and save the document, naming it your exam number followed by the letters BBE (for BlueBook Exercise). Your document should be named something like: “5213 BBE.doc.” Supply the rules and explanations below and complete the Preference Sheet. When you are done, attach the document to an email, and send it to BlueBook@bc.edu. The email’s subject line should be your exam number plus BBE (i.e., 5213 BBE). Good luck.
Author’s Original:


 Blacks Law Dictionary defines e-personation this way:

E-personation: /ˈe- pərsəˈnāSH(ə)n/; NOUN. 1. impersonation of another person or entity through electronic means; 2. creating a bogus online profile on social media to knowingly and credibly impersonate another for the purpose of harming, intimidating, threatening, or defrauding. Related term: catfishing (a variation of “cat phishing”).

Black’s Law Dictionary 419 (9th ed. 2009). As the definition indicates, the practice is known colloquially as Catfishing. See Ellen McCarthy, What Is Catfishing? A Brief (and Sordid) History, Washington Post, January 9, 2016, at B19, available at https://www.washingtonpost.com/news/arts-and-entertainment/wp/2016/01/09/what-is-catfishing/?utm_term=.5b6dfda3cb7f. See also Thamel, Pete “Manti Te’o in His Own Words,” Sports Illus. (issue 3, 2013) page 28.
Edited Version:

 Blacks Law Dictionary defines the term this way: “E-personation: /ˈe- pərsəˈnāSH(ə)n/; NOUN. 1. impersonation of another person or entity through electronic means; 2. creating a bogus online profile on social media to knowingly and credibly impersonate another for the purpose of harming, intimidating, threatening, or defrauding. Related term: catfishing (a variation of ‘cat phishing’).” E-personation, Black’s Law Dictionary (9th ed. 2009). As the definition indicates, the practice is known colloquially as Catfishing. See Ellen McCarthy, What Is Catfishing? A Brief (and Sordid) History, Wash. Post (Jan. 9, 2016), https://www.washingtonpost.com/news/arts-and-entertainment/wp/2016/01/09/what-is-catfishing/? utm_term=.5b6dfda3cb7f; see also Pete Thamel, Manti Te’o in His Own Words, Sports Illustrated, Jan. 17, 2013, at 26, 28 (providing details of the online hoax perpetrated upon Notre Dame linebacker Manti Te’o).
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Author’s Original:

2 An instructive example: although Chris Andersen, a power forward for the Denver Nuggets, was never charged with a crime, his life was upended when interactions with Shelly Chartier, a reclusive and prolific online impersonator, caused law enforcement to search his computer’s hard drive for alleged possession of child pornography. See Colleen M. Koch, To Catch a catfish: A statutory solution for victims of online impersonation, 88(1) University of Colorado Law Review 233 (2017). As a result of that investigation—even though based on completely spurious charges—Andersen missed the deciding game of the Nugget’s playoff series against the Los Angeles Lakers. Id. Thereafter, he was released from the team. See John Ingold, Nuggets Cut Chris “Birdman” Andersen and Sign Anthony Randolph, Denver Post (July 17, 2012), http://www.denverpost.com/ci_21097577/nuggets-cut-chris-birdman-andersen. Although Andersen’s name was eventually cleared, in the interim period NBA teams hesitated to sign a contract with a potential child-sex criminal. See Colleen M. Koch, To Catch a Catfish, at 236. It took until the middle of the NBA season for Andersen to get a provisional (10 day) contract with the Miami Heat, and a full year for investigators to officially clear his name. Koch at 237. The experience reportedly transformed him from a charismatic and memorable player into a recluse—due in part to the online impersonation scheme of which he was the victim. John Ingold, Woman Who Catfished Chris “Birdman” Andersen Online Sentenced to Jail, Denver Post (Oct. 28, 2015), http://www.denverpost.com/2015/ 10/28/woman-who-catfished-chris-birdman-andersen-online-sentenced-to-jail/. (Just to close the circle: Shelly Chartier later got married—to a man whom she met (of course!) online. Id.)
Edited Version:
2 An instructive example: although Chris Andersen, a power forward for the Denver Nuggets, was never charged with a crime, his life was upended when interactions with Shelly Chartier, a reclusive and prolific online impersonator, caused law enforcement to search his computer’s hard drive for alleged possession of child pornography. See Colleen M. Koch, To Catch a Catfish: A Statutory Solution for Victims of Online Impersonation, 88 U. Colo. L. Rev. 233, 235 (2017). As a result of that investigation—even though based on completely spurious charges—Andersen missed the deciding game of the Nugget’s playoff series against the Los Angeles Lakers. Id. Thereafter, he was released from the team. See John Ingold, Nuggets Cut Chris “Birdman” Andersen and Sign Anthony Randolph, Denver Post (July 17, 2012), http://www.denverpost. com/ci_21097577/nuggets-cut-chris-birdman-andersen. Although Andersen’s name was eventually cleared, in the interim period NBA teams hesitated to sign a contract with a potential child-sex criminal. See Koch, supra, at 236. It took until the middle of the NBA season for Andersen to get a provisional (ten day) contract with the Miami Heat, and a full year for investigators to officially clear his name. Id. at 237. The experience reportedly transformed him from a charismatic and memorable player into a recluse—due in part to the online impersonation scheme of which he was the victim. John Ingold, Woman Who Catfished Chris “Birdman” Andersen Online Sentenced to Jail, Denver Post (Oct. 28, 2015), http://www.denverpost. com/2015/10/28/woman-who-catfished-chris-birdman-andersen-online-sentenced-to-jail/ [hereinafter Ingold, Catfish Sentenced to Jail]. (Just to close the circle: Shelly Chartier later got married—to a man whom she met (of course!) online. Id.)
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3 Very few states have enacted statutes containing language explicitly criminalizing Internet impersonation. But see, e.g., New York Penal Law § 190.25(4); California Penal Code § 528.5; Hawaii Revised Statutes § 711-1106.6. Most states, however, have legislated statutes that, without referencing Internet impersonation directly, are sufficiently capacious to regulate conduct that includes e-personation. New Jersey Code of Criminal Justice § 2C:21-17 (the crime of impersonation includes use of electronic communication to defraud). Federal courts have recognized that statutes designed for general Internet fraud are applicable for prosecution of Internet impersonation cases as well. See U.S. v. Lori Drew, 259 F.R.D. 449 (2009); Computer Fraud and Abuse Act, 18 U.S.C.A. § 1030(4) (West). Finally, in all states e-personation constitutes one or more torts—including misappropriation of name or likeness, or violation of the right of publicity—for which civil liability attaches. See, e.g., Texas Civil Practice & Remedies Code § 143.001; see also Restatement (Second) of Torts § 328A (Am. Law Inst. 1979) (detailing the common-law tort of negligent enablement of imposter fraud).

Edited Version:
3 Very few states have enacted statutes containing language explicitly criminalizing Internet impersonation. But see, e.g., Cal. Penal Code § 528.5 (West 2011); Haw. Rev. Stat. § 711-1106.6 (2010); N.Y. Penal Law § 190.25(4) (McKinney 2008). Most states, however, have legislated statutes that, without referencing Internet impersonation directly, are sufficiently capacious to regulate conduct that includes e-personation. See, e.g., N.J. Stat. Ann. § 2C:21-17 (West 2011) (defining the crime of impersonation to include use of electronic communication to defraud). Federal courts have recognized that statutes designed for general Internet fraud are applicable for prosecution of Internet impersonation cases as well. See Computer Fraud and Abuse Act, 18 U.S.C. § 1030(4) (2012); United States v. Drew, 259 F.R.D. 449 (C.D. Cal. 2009). Finally, in all states e-personation constitutes one or more torts—including misappropriation of name or likeness, or violation of the right of publicity—for which civil liability attaches. See, e.g., Tex. Civ. Prac. & Rem. Code Ann. § 143.001 (West 2009); see also Restatement (Second) of Torts § 328A (Am. Law Inst. 1979) (detailing the common-law tort of negligent enablement of imposter fraud).
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4 Courts, even within states, differ as to whether Internet impersonation constitutes a misdemeanor or a felony offence. Compare State of Texas v. Stubbs, 502 S.W.3d 218, 222 (Tex. App. 2016) (convicting under felony charges students who created a phony online profile of their principal), with Draker v. Texas, 271 S.W.3d 318, 324 (Tex. Supreme Ct. 2008) (upholding a misdemeanor conviction of a student who created an online profile of a school administrator).

Edited Version:
4 Courts, even within states, differ as to whether Internet impersonation constitutes a misdemeanor or a felony offence. Compare Draker v. State, 271 S.W.3d 318, 324 (Tex. 2008) (upholding a misdemeanor conviction of a student who created an online profile of a school administrator), with State v. Stubbs, 502 S.W.3d 218, 222 (Tex. App. 2016) (convicting under felony charges students who created a phony online profile of their principal).
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5 Appellants have attacked the statutes at issue as unconstitutionally vague or overbroad, or infringing a protected right to parody. See generally Carlton Kinkaide, Eleanor Sterritt & Camille Koch, Parody as a Protected Interest in the Internet Age, in We Are Not Who We Pretend to Be: Online Personae in the Age of Anonymity, pgs. 122, 131 (Isaac Rasmusen ed., Oxford Press 2011) (collecting essays); see Taylor v. State of Texas, 656 F.3d 1151, 1160 (5th Cir. 2011) (holding Texas statute unconstitutionally vague); U.S. Const. amend. I (1798, rev. 1992) (“Congress shall make no law respecting an establishment of religion, or prohibiting the free exercise thereof; or abridging the freedom of speech, or of the press; or the right of the people peaceably to assemble, and to petition the Government for a redress of grievances.”).

Edited Version:
5 Appellants have attacked the statutes at issue as unconstitutionally vague or overbroad, or infringing a protected right to parody. See U.S. Const. amend. I (“Congress shall make no law . . . abridging the freedom of speech . . . .”); Taylor v. Texas, 656 F.3d 1151, 1160 (5th Cir. 2011) (holding Texas statute unconstitutionally vague). See generally Carlton Kinkaide et al., Parody as a Protected Interest in the Internet Age, in We Are Not Who We Pretend to Be: Online Personae in the Age of Anonymity 122, 131 (Isaac Rasmusen ed., 2011) (collecting essays).
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6 See id. at 130 (cataloguing both civil and criminal procedure complexities in various jurisdictions). The Justice Department has authored a manual for navigating the procedural landscape. See United States Department of Justice, Civil Rights Division, Civ. & Crim. Litig. Guidelines for Internet-Based Legal Actions 34 (Oct. 2016), http://www.justice.gov/crt/page/file/910161/download; see also Eleanor Sterritt, Procedural Traps for the Unwary in the Virtual Courtroom, 2009 Ala. Jour. of Procedure and Govt. 477, 483 (2009) (noting that in the area of Internet litigation, some states are not current with respect to process and procedure). And procedure matters: Justice Rehnquist has, in a variety of jurisprudential settings, consistently dissented when appellants failed to follow a procedural rule absolutely. See, e.g., Central Hudson and Electric Corp. v. Public Service Commission, 100 S. Ct. 1243, 1256 (1980) (“[N]ot every person aggrieved by administrative action is necessarily entitled to the protections of due process.”) (emphasis in the original).
Edited Version:
6 See Kinkaide et al., supra note 5, at 130 (cataloguing both civil and criminal procedure complexities in various jurisdictions). The Justice Department has authored a manual for navigating the procedural landscape. See U.S. Dep’t of Justice, Civil Rights Div., Civil and Criminal Litigation Guidelines for Internet-Based Legal Actions 34 (Oct. 2016), http://www.justice.gov/crt/page/file/910161/‌download; see also Eleanor Sterritt, Procedural Traps for the Unwary in the Virtual Courtroom, 2009 Alaska J. Proc. & Gov’t 477, 483 (noting that in the area of Internet litigation, some states are not current with respect to process and procedure). And procedure matters: Justice Rehnquist has, in a variety of jurisprudential settings, consistently dissented when appellants failed to follow a procedural rule absolutely. See, e.g., Cent. Hudson & Elec. Corp. v. Pub. Serv. Comm’n, 447 U.S. 557, 583 (1980) (Rehnquist, J. dissenting) (“[N]ot every person aggrieved by administrative action is necessarily entitled to the protections of due process.”).
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7 See U.S. v. Lori Drew, 259 F.R.D. 449, 451 (C.D. Cal. 2009). In Drew, a Missouri woman—the mother of a thirteen year old girl—created a fake MySpace profile in order to harass one of her daughter’s classmates. Id. at 459. That harassment led to the targeted child’s suicide. Id. When Missouri declined to prosecute Drew due to a lack of applicable criminal charges that corresponded with her actions, the Los Angeles United States Attorney’s Office successfully prosecuted her under the Computer Fraud and Abuse Act (“CFAA”). Id. at 461; cf. Draker, supra note 4, at 324 (misdemeanor conviction); State of Texas, 502 S.W.3d at 222 (criminal conviction); Amanda Harmon Cooley, Guarding Against a Radical Redefinition of Liability for Internet Misrepresentation: The United States v. Drew Prosecution and the Computer Fraud and Abuse Act, in We Are Not Who We Pretend to Be: Online Personae in the Age of Anonymity, pgs. 182, 194–197 (Isaac Rasmusen ed., Oxford Press 2011); but see Barnes v Yahoo!, 570 F.3d 1096, 1101 (9th Cir. 2009) (holding that the CFAA insulated an Internet service provider from charges that it negligently failed to remove a fake online profile).

Edited Version:
7 See Drew, 259 F.R.D. at 451. In Drew, a Missouri woman—the mother of a thirteen year old girl—created a fake MySpace profile in order to harass one of her daughter’s classmates. Id. at 459. That harassment led to the targeted child’s suicide. Id. When Missouri declined to prosecute Drew due to a lack of applicable criminal charges that corresponded with her actions, the Los Angeles United States Attorney’s Office successfully prosecuted her under the Computer Fraud and Abuse Act (“CFAA”). Id. at 461; cf. Draker, 271 S.W.3d at 324 (misdemeanor conviction); Stubbs, 502 S.W.3d at 222 (criminal conviction); Amanda Harmon Cooley, Guarding Against a Radical Redefinition of Liability for Internet Misrepresentation: The United States v. Drew Prosecution and the Computer Fraud and Abuse Act, in We Are Not Who We Pretend to Be, supra note 5, at 182, 194–97. But see Barnes v Yahoo!, 570 F.3d 1096, 1101 (9th Cir. 2009) (holding that the CFAA insulated an Internet service provider from charges that it negligently failed to remove a fake online profile).
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8 See supra note 3 and accompanying text. The federal scheme is no more lucid than the states’. Id.
Edited Version:
8 See supra note 3 and accompanying text. The federal scheme is no more lucid than the states’. See supra note 3 and accompanying text.
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9 Black’s Law Dictionary defines harassment as “the act of systematic and/or continued unwanted and annoying actions of one party or group, including threats and demands.” Black’s Law Dictionary 610 (9th ed. 2009). It defines cyberharrasment as “the use of Information and Communications Technology (ICT) to harass, control, manipulate or habitually disparage a child, adult, business, or group without a direct threat of physical harm.” Black’s Law Dictionary 211 (9th ed. 2009). Both may be implicated in the common-law tort of negligent enablement of imposter fraud. See Restatement, supra note 3, § 330; Ingold, supra note 2.

Edited Version:
9 You supply the edited footnote.
Author’s Original:

10 See Arturo Renzi, Developing Issues in Internet Impersonation and Identity Theft 2000 – 2010 104 (2012); Cassie Cox, Protecting Victims of Cyberstalking, Cyberharassment, and Online Impersonation Through Prosecutions and Effective Laws 144 (2015). See generally Cal. Penal Code § 528.5 (criminalizing online impersonation explicitly); Barnes v Yahoo!, 570 F.3d 1096, 1101 (9th Cir. 2009) (recognizing a safe harbor for Internet service providers acting in good faith).

Edited Version:

0 You supply the edited footnote.
Author’s Original:

1
 The rate of recidivism among cyber bullies has not yet been quantified. Recent commentary, however, suggests that the calculation of recidivism rates in other contexts is extremely unreliable. See Liptak, Adam, “Did the supreme court base a ruling on a myth?” March 6, 2017 New York Times on page A6 (“. . . the Supreme Court’s scientifically dubious guidance on the actual risk of recidivism that sex offenders pose has been unquestionably repeated by almost all other lower courts.”).

Edited Version: (And you just might need this document to complete your edit.)

1 You supply the edited footnote.
Author’s Original:


2 The act of creating a webpage may constitute expressive conduct protected by the First Amendment; it does not follow, however, that lewd or defamatory content displayed thereon is similarly protected. See Texas v. Michael Dwain Bradshaw, 501 S.W.3d 655, 674 (2016). Although courts have recognized that the First Amendment protects both anonymous speech and the use of a pseudonym to conduct online communications, e-personating another to post sexually explicit photographs, solicit sexual encounters, or espouse racist views are not protected activities. See Bradshaw, supra, at 674, fts. 5 and 6; see generally Hustler Mag., Inc. v. Jerry Falwell, 485 U.S. 46, 50 (1988) (holding that the First Amendment protects parodies of public figures); see also, e.g., Boston v. Ahearn, 764 S.E.2d 582, 583–84 (Ga. App. 2014) (declining to protect racist views); Am. Civil Liberties Union of Ga. v. Miller, 977 F. Supp. 1228, 1233 (N.D. Ga. 1997) (staying a Georgia statute making false e-identification per se unlawful); United States v. Osinger, 753 F.3d 939, 947 (9th Cir. 2014) (declining to protect sexually explicit photographs).

Edited Version:

2 You supply the edited footnote.
Author’s Original:


3 See, e.g., supra notes 2–4 and accompanying text; Cent. Hudson & Elec. Corp., supra note 6, at 583; Boston v. Ahearn, 764 S.E.2d 582, 583–84 (Ga. App. 2014); Academic, Digital and Industrial Hospital Equipment Co., Inc. v. Regional Medical Manufacturers, 970 N.E.2d 1, 17 (Ill. 2012); Am. Civil Liberties Union of Ga. v. Miller, 977 F. Supp. 1228, 1233 (N.D. Ga. 1997); United States v. Osinger, 753 F.3d 939, 947 (9th Cir. 2014); N.C. Gen. Stat. Ann. § 106-aa (West 2016); N.Y. Penal Law § 190.25(4); Fed. R. Evid. 410; Haw. Rev. Stat. § 711-1106.6; 18 U.S.C. § 1030(4) (2012); U.S. Const. amend. I; Arturo Renzi, Developing Issues in Internet Impersonation and Identity Theft 2000 – 2010, at 104 (2012); Restatement, supra note 3, at § 325(a); Colleen M. Koch, To Catch a Catfish: A Statutory Solution for Victims of Online Impersonation, 88 U. Colo. L. Rev. 233, 235 (2017); Pete Thamel, Manti Te’o in His Own Words, Sports Illustrated, Jan. 17, 2013, at 26, 28; Ingold, supra note 1; Carlton Kinkaide, Eleanor Sterritt & Camille Koch, supra note 5, at 131.

Edited Version:

3 You supply the edited footnote.
Author’s Original:


4 Some estimate that between 2001 and 2005, the number of reported Internet impersonation cases rose from 30 or 40 per month to about one hundred and fifty. Eleanor Sterritt, Procedural Traps for the Unwary in the Virtual Courtroom, 2009 Ala. Jour. of Procedure and Govt. 477, 490 (2009). A number of cases have construed e-personation. See, e.g., Barnes v Yahoo!, 570 F.3d 1096, 1101 (9th Cir. 2009); Lori Drew, 259 F.R.D. at 451; Draker, 271 S.W.3d at 324; Stubbs, 502 S.W.3d at 222.

Edited Version:

4 You supply the edited footnote.
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